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Press release 
 

 

Enhancing Cybersecurity Services for North American Customers 

DEKRA accredited as Common Criteria 
Testing Laboratory in the United States 
 
The National Voluntary Laboratory Accreditation Program (NVLAP) have 
accredited DEKRA as a Common Criteria testing laboratory in the United 
States with NVLAP LAB CODE 600319-0. The accreditation has been granted 
to DEKRA's laboratory located in Sterling, Virginia, and is DEKRA’s second 
accredited laboratory for Common Criteria evaluation. DEKRA also has an 
accredited lab in Spain.  
 
“This accreditation is a significant milestone for DEKRA’s cybersecurity division 
and demonstrates our commitment to enhancing support for our customers in 
North America, as well as our global presence,” said Rubén Lirio, Cybersecurity 
Manager for DEKRA. “It’s a critical element of delivering on DEKRA’s vision to be 
the partner for a safe, secure, and sustainable world.” 
 
Common Criteria is an international standard for evaluating and certifying 
information technology products and systems' security features and capabilities, 
such as operating systems, network devices, smart cards, and software 
applications. Under the Common Criteria standard, the evaluation process 
involves rigorous testing and examination of the product's security features, 
penetration testing, vulnerability analysis, documentation, and development 
processes. It assesses aspects such as access control, cryptography, audit 
logging, and secure communication. Common Criteria certification is a market 
entry requirement in some countries and regions.  
 
“The addition of Common Criteria to our existing accreditation scope as a FIPS 
140-3 accredited laboratory (lab code 600319-0) allows us to meet our customers’ 
growing cybersecurity needs in North America,” said Nithya Rachamadugu, Vice 
President and Lab Director.  
 
DEKRA provides comprehensive cybersecurity solutions to address a wide range 
of security challenges, enabling customers to test, evaluate, and certify their 
devices against globally recognized standards, such as FIPS 140-3 (ISO 19790), 
eIDAS regulation, LINCE, and GSMA-NESAS 3GPP. DEKRA also offers 
penetration testing and evaluations for private cybersecurity service programs, 
including Amazon AVS Security, CTIA IoT, and ETSI EN 303 645. 
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About DEKRA 

DEKRA has been active in the field of safety for almost 100 years. Founded in 1925 in 

Berlin as Deutscher Kraftfahrzeug-Überwachungs-Verein e.V., it is today one of the 

world’s leading expert organizations. DEKRA SE is a subsidiary of DEKRA e.V. and 

manages the Group’s operating business. In 2022, DEKRA generated sales totaling nearly 

EUR 3.8 billion. The company currently employs almost 49,000 people in approximately 

60 countries on five continents. With qualified and independent expert ser-vices, they work 

for safety on the road, at work and at home. These services range from vehicle inspection 

and expert appraisals to claims services, industrial and building inspections, advisory and 

training services, testing and certification of products and systems, also in the digital world, 

as well as temporary work. The vision for the company’s 100th birthday in 2025 is that 

DEKRA will be the global partner for a safe, secure, and sustainable world. With a platinum 

rating from EcoVadis, DEKRA is now in the top one percent of sustainable businesses 

ranked. 

 


